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Overview of the Plan

• Background:
– The DoD IEA consists of two tiers:

• Tier 1:  Top-level IEA document

• Tier 2:  EASB-approved Reference Architectures

– Initiated development of DoD IEA v3.0 (Tier I) in June 2014
• Focused on merging the approved versions of the DoD IEA v2.0 and the JIE EA v0.4

• Developed draft versions of the AV-1, OV-1, CV-1, and CV-2 

• Ceased work on the DoD IEA v3.0 (Tier I) in October 2014 due to changing priorities and 
needs

– Directed to re-initiate development and complete DoD IEA v3.0

• Way Ahead:
– Establish Tiger Team (TT) from Services and other DoD Components to 

develop the DoD IEA v3; solicited EAEP member volunteers to be part of TT 
at 11 Jan 2017 EAEP meeting

– Re-initiate development of DoD IEA v3

– EAEP Secretariat will facilitate development

– EASB is the approval authority for the DoD IEA v3

2



Unclassified/FOUO

Unclassified/FOUO

Things to Consider During Development

• DoD IEA v3 needs to be purpose driven by the intended uses.  Broadly:
– Downward:  Provides design guidance for solutions 
– Upward:  Justifies solution resource requirements in terms of strategies, missions, capability 

requirements, and threats
• Focus on supporting JIE implementation and investment analysis

– Mechanisms:  Invoked by policies, e.g., JCIDS, DAS, Interoperability, JIE, … (see next slide)

• Need to integrate / align / synchronize existing Tier 2 RA’s with Tier 1 development 

• Potential foundational and strategic documents that guide, constrain, and inform the 
DoD IEA include:
– Strategic:

• DoD Information Technology Environment Way Forward

– DoD Foundational:
• Joint Capability Areas
• Universal Joint Task List
• Joint Common Systems Function List

– DoD Information Mission Area (IMA):
• JIE ICD
• JIE CONOPS
• JFHQ-DoDIN CONOPS
• JP 3-12(R)(Cyberspace Operations
• DESMF / ITIL
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Possible Uses Worksheet Format
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Driver Summary Possible Role IEA Plays 

DoD IT Environment Way 
Forward 

Vision for future IT 
Environment 

Provides line-of-sight from strategies to IE architectures. 

Enterprise Architecture and 
Services Board (EASB) 

Approves all IMA 
architectures and 
promulgates them to DoD 
Components via memo. 

a. DoD IEA is a one-stop-shop for approved architecture 
baseline 

b. DoD IEA aligns all approved architectures 

JIE DoDI (in-progress) Policy on JIE The DoD IEA includes the JIE architecture 

DoDI 8270.bb, DoD 
Architecture (in-progress) 

One-stop-shop for all DoD 
architecture policies 

a.  

CJCSI 3170, JCIDS Capabilities assessments, 
descriptions, and 
development processes, 
aligned with DAS. 

a. Provides standard top-level terminology for ICD, CDD, 
and CPD IE Capabilities, Activities, Measures, … 

b. Guidance for CBA and ICD development to consider to-
be IE Capabilities 

c. Guidance for evolution of IMA portions of JCSFL 

DoDD/I 5000.02, DAS Requirements for DoD 
acquisition in terms of 
process and data. 

Criteria for technical review for MS and SETRs:  program 
information architecture should be compatible for IEA for 
the time-frame of the program 

DoDI 8330.01, Interoperability 
of IT and NSS 

Applies to all DoD IT and 
NSS throughout life-cycle 

Alignment with DoD IEA is a criterion for interoperability 

DoDI 8000.01, DoD IE Alignment of DoD 
Component IT activities. 

DoD IEA is the alignment yardstick 

DoDI 8500.01, Cybersecurity 
DoDI 8510.01, RMF 
DoDI 8530.01, Cybersecurity 
Activities 

Policies for assuring 
cybersecurity in DoD IT an 
NSS 

DoD IEA provides high-level cybersecurity and IdAM 
architectures to which solutions align. 

DoDI 8115.01, IT Portfolio 
Mgmt 

IT investments 
management 

Investments align to DoD IEA 

others   

 

Additional 
columns 
as needed
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Tier 1 and Tier 2 Relationship
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BMA

DoD BEAv10.0

WMA 

JTF Arch Modelv6.0

DIMA

DI2EvTBD

DoD IEAv2.0 (2012) 

DoD IEAv2.25'

JIE EAv0.5 
IMA

DoD IEAv3.0' (2017, est.)

Application

IdAM MPE-IS UC OC

IdAM RA
v1.0

MPE RA
v1.00

UCRA
v1.0''

OCRA
v0.9.1'

IdAM
v2.0''/ / 

MPE-IS VDC UC
v2.97b'/2.0/

JMN
v4.0/1.0/3.0;3.7'

AAS
v1.0''/1.0/ 

MPE-IS ECDS

PKI
v1.51'/ /

MPE-IS Client CSfC

IdSS
v1.0''/1.0''

MPE-IS Transport GGC Presentation

DS
v1.0''/1.0'

CS AGS
v1.0''

CS RA
v4.0  

AG
v01.0''/1.0'/

ECDS
v2.0/1.0/  

WP
v0.5/ / Cloud Data Center (DC) Tactical Session

MPGW-X
v2.0/  /  

CDL
v1.0''

(NIST SP 500-292) DC RA
v1.2''

JTF Arch Model
v6.0

EPPC-U
v2.0/2.0/  

DTPD
v0.31''

SCCA
v0.17/  /  

CDC
v2.0/2.0/ 2.0/

Tactical MPE-IS

JRSS 
v0.5/0.4/0.5

APMS
v1.0''/ /

CC&S
v0.50/  /  

IPNv
2.0/2.2'/1.0'

Tactical TCN

MPE-IS ECDS
v3.0/  /  

DER
v1.0''/ /

ISN
v1.5/1.0'/1.0'

TCS
v0.3'''/ /

MPE-IS MPGW-X
v3.0/1.0/ 

SPPN
v1.2/0.61'/   

Tactical TPN

TAC/DIL
v1.0/ /

TE
v2.0/ /

Transport

NNT DoD Mobility (DM) Network

NMI
v3.0 

& () ()

JIE WAN DMCC
v2.0/ /  

Data link

JIE SATCOM DMUC
v2.0/ /  

Physical
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Linking and Aligning
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DoD IEA/JIE Enterprise Architecture
Connect, Access, Share, Operate, Defend, Govern 
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Implementation (Execution) & Program Plans

Reference 
Architectures
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Architectures

Reference 
Architectures

Reference 
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Solution Architectures

Design Specifications
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Alignment Pattern:  JCIDS Manual Capability 
Mission Lattice
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Enterprise
& Reference 

Architectures

DoD
Mission

AreasBMA

IMADIMA
WMA

BEA IEADI2E
CJTF Arch Model / 

JMTs / 

DoD IT Environment 
Way Ahead

Capability Areas aligned to Mission Areas

Cyber 
Threats

For IMA, EASB promulgation memos

CML and DoD IEA v3.0
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Projected High-Level Tasks Schedule

9

Task(s) Timeline

Initial planning & scoping Jan – Feb 2017

Determine uses of DoD IEA v3 with process stakeholders
Feb 2017 – Throughout 
Development

Verify Mission Areas (MAs) and IE capability requirements Feb 2017

Determine traceability requirements to Foundational and 
Strategic guidance

Feb 2017

Determine data / artifacts that need to be synchronized across 
Tier 1 and 2

Mar 2017

Refine data in collaboration with MAs and RA developers Apr -- Jun 2017

Produce Draft Architecture Report and Model Jun – Aug 2017

Finalize document and models for coordination Aug 2017

Coordinate all views with EAEP (Review & Assessment) and make 
final edits

Aug – Oct 2017

EASB Approval Oct 2017
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Questions and Comments?
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Data Relationships in CML

12

Missions / 
Planning / 
Operations

UJTs

Threats / 
Conditions

JCAs

Force 
Elements

Mission 
Areas & 

EAs

DOTMLPF 
Solutions

Resources / 
Investment

Resources / 
Investment X Force 

Elements

DOTMLPF Solutions X 

Resources / Investment

Missions / 
Planning / 

Operations X Force 
Elements

Threats / 

Condi�ons → UJTs

Missions / 
Planning / 

Opera�ons → UJTs

UJTs X JCAs JCAs → DOTMLPF Solu�ons

Mission Areas & EAs → 
DOTMLPF Solutions

JCAs X MAs 

& EAs


